
New Jersey: 411 Hackensack Avenue, Suite 1005, Hackensack, NJ 07601  

 New York: 79 Madison Ave, New York, NY 10016 

(201) 373-2163

At Revolve Wealth Partners (Revolve), we value your privacy and take seriously our obligation 
to use and protect your personal information in accordance with applicable laws and regulations, 
whether you are a prospective client or a client. 

Specifically, as a registered investment adviser, we are subject to certain privacy rules 
promulgated pursuant to the Gramm-Leach-Bliley Act.  These rules are highlighted in our 
Privacy Policy Notice which require Revolve to keep your personal information private. 

Accordingly, Revolve agrees not to intentionally share personal information of clients or 
prospective clients with third parties except for our own business purposes, such as processing 
your transactions, maintaining your accounts or for our own marketing purposes. Revolve has 
advised all of its employees who are given access to personal information of prospective clients 
and clients of the requirements and provisions of this document and of our Privacy Policy 
Notice. 

Please find our Privacy Policy Notice enclosed with this letter.  We encourage you to review this 
notice closely and let us know if you have any questions. 

Sincerely, 

Michael Israel & Daniel Katz
Managing Partners

Enclosures: Privacy Policy Notice 



Privacy Policy Notice 
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FACTS WHAT DOES REVOLVE WEALTH PARTNERS, LLC DO 
WITH YOUR FINANCIAL INFORMATION? 

Why? Financial companies choose how they share your personal information.  Federal law 
gives consumers the right to limit some but not all sharing.  Federal law also requires 
us to tell you how we collect, share, and protect your personal information.  Please 
read this notice carefully to understand what we do. 

What? The types of personal information we collect and share depends on the product or 
service you have with us.  This information can include: 

 Social Security number and income
 Account balances and assets
 Transaction history

How? All financial companies need to share customers’ personal information to run their 
everyday business.  In the section below, we list the reasons financial companies 
can share their customers’ personal information; the reasons Revolve Wealth 
Partners, LLC chooses to share; and whether you can limit this sharing. 

Reasons we can share your personal 
information 

Does Revolve Wealth 
Partners, LLC share? 

Can you limit this 
sharing? 

For our everyday business purposes –  
such as to process your transactions, maintain 
your account(s), respond to court orders and legal 
investigations, or report to credit bureaus Yes No 

For our marketing purposes –  
to offer our products and services to you Yes No 

For joint marketing with other financial 
companies No Not Applicable 

For our affiliates’ everyday business purposes 
–  
information about your transactions and 
experiences No Not Applicable 

For our affiliates’ everyday business purposes 
–  
information about your creditworthiness No Not Applicable 

For our affiliates to market to you No Not Applicable 

For nonaffiliates to market to you No Not Applicable 

Questions? Call (201) 373-2163 or go to www.revolvewealth.com 
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Who we are 
Who is providing this notice? Revolve Wealth Partners, LLC 

What we do 
How does Revolve Wealth Partners, 
LLC protect my personal 
information? 

To protect your personal information from unauthorized 
access and use, we use security measures that comply with 
federal law.  These measures include computer safeguards 
and secured files and building. 

How does Revolve Wealth Partners, 
LLC collect my personal 
information? 

We collect your personal information, for example, when 
you: 

 Open an account
 Deposit money
 Seek advice about your investments
 Enter into an investment advisory contract
 Tell us about your investment or retirement portfolio

or earnings

We also collect your personal information from other 
companies. 

Definitions 
Affiliates Companies related by common ownership and control.  

They can be financial and nonfinancial companies. 

 We have no affiliates.

Nonaffiliates Companies not related by common ownership and control.  
They can be financial or nonfinancial companies. 

 We do not share with nonaffiliates so that they can
market to you.

Joint marketing A formal agreement between nonaffiliated financial 
companies that together market financial products or 
service to you. 

 We do not jointly market.



Safe & Secure

S E C U R I T Y 

Your wealth management system employs advanced 

security features and protocols to keep your data 

safe, private, and secure at every hour of every day, 

year round. 

Our comprehensive security measures include 

password protection, Secure Socket Layer 

encryption, irewalls, intrusion detection, audits, 
inspections, and more.

With each measure in place, you can be conident 
that your important information is safe and secure.

PA S S W O R D  P ROT E C T I O N

You have a unique username and password, ensuring that only 

you can access your information. Submitting incorrect login 

credentials three consecutive times will automatically lock 

your account for 10 minutes. This is to block any manual or 

programmed hacking attempts.

 In most cases, we have no access to your username or 

password. However, if you decide to provide us with this 

information, we will never share your username and password 

over the phone or send it to an email address  not pre-

registered with your account.

H I G H E S T  E N C R Y P T I O N

Our system uses a 256-bit Secure Socket Layer to scramble 

your data, further preventing  access to unauthorized users. 

This is the highest level of encryption currently available today, 

and twice the standard followed by many inancial institutions, 
including banks.

S E C U R E D  DATA

We house your important data at secure, geographically 

separated data centers. Physical security measures at these 

facilities includes 24/x7/x365 on-site personnel and closed 

circuit video surveillance.

 These data centers also make use of  ire protection, electronic 
shielding, and database backup procedures to ensure your data 

is continuously monitored and protected.

RO U T I N E  S E C U R I T Y  T E S T I N G

Your wealth management system uses third-party security 

auditors and software, including TraceSecurity, Tenable 

Security and WhiteHat Security, to identify vulnerabilities 

within your system and to assist us with remediation efforts.

2 - FAC TO R  AU T H E N T I C AT I O N

Your wealth management system employs 2-Factor 

Authentication (2FA), a complete fraud detection platform that 

uses a dynamic risk- and rules-based approach to identify high-

risk behaviors and initiate an additional layer of security. With 

2FA, you are sent a veriication code to your mobile phone, 
which you are required to input along with your username and 

password in order to access your personal inancial website. 
This additional layer of protection safeguards your sensitive 

inancial data and strengthens the security of your account by 
requiring two methods of verifying your identity.

 

NON-TRANSACTIONAL 
 

Unlike online banking, trading or shopping websites,  

your money cannot be moved, withdrawn or accessed  

on our system.
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